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Without a good set of cybersecurity skills, organisations will be unable to develop security processes to mitigate cyberattacks and threats. This 
course will offer the necessary basic knowledge and skills to carry out advanced and specialised cybersecurity tasks. It is also a pre-requisite course 
for other specialisation courses.

Overview

Learning Objectives

Creating a Solid Base for Cybersecurity Tasks

Through this course, you will learn the following:

Knowledge of network 
protocols and types of 
cybersecurity threats

Basic analysis of 
security operations and 

network traffic

Countermeasures and 
incident response when 

threat is identified

Fee:

Who Should Attend?:

Registration:

IT staff
Newly assigned 
cybersecurity staff
Trainees who intend to 
take up other 
specialisation courses

Online + Hands-on: 
S$1000
Online Only:
S$480

Duration:
Online + Hands-On:
40 Hours
Online Only:
15 Hours

For registration enquiries, 
please email 
sg_marketing@nec.com.sg

Enhancing Digital Security

Cybersecurity Capacity Building (Basic)
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NEC Asia Pacific Pte Ltd

Scan the QR code to head to our APAC site for 
more information on our solutions and products. 
Follow us on these platforms for updates. 

Programme Partner:
LAC Co., Ltd.
Japanese leading 
cybersecurity provider

https://www.facebook.com/NEC.AsiaPacific/
https://sg.linkedin.com/organization-guest/company/nec-asia-pacific-pte-ltd
https://twitter.com/NEC_APAC
https://www.youtube.com/user/NECglobalOfficial



