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Enhancing Digital Security

Finding Malware

Overview

Malware is the collective term for any form of malicious software that has the intent to cause negative impacts for the user.

It is said that there are over 350,000 different malware species out there trying to exploit your organisation’s information that could result in a halt to your business operations. An immediate response is required once suspicious activity is detected so as to minimise the impact of any incident. This course will teach techniques to identify and discover malware.

Learning Objectives

Through this course, you will learn the following:

- Find malware in infected computers using basic analysis method
- Analyse systems for malicious files on start-up
- Discover malware in hidden or deleted files

Fee:
Online + Hands-On: SS$100 (usual price SS$300)

Duration:
Online + Hands-On: 8 Hours

Who Should Attend?:
- Completed Cybersecurity Capacity Building (Basic)
- Graduates from IT security courses
- Future cybersecurity experts among IT engineers / IT operators

Registration:
For registration enquiries, please email sg_marketing@nec.com.sg

SINGAPORE
NEC Asia Pacific Pte Ltd
(Regional Headquarters)
sg.nec.com

Scan the QR code to head to our APAC site for more information on our solutions and products. Follow us on these platforms for updates.
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