**Overview**

A wide knowledge of cybersecurity issues is critical to keep up with ever-growing threats.

Understanding existing threats is not sufficient; sophisticated cyber threats that are not able to be detected and contained are being developed everyday. This course will offers techniques to accumulate threat information for preventive and defence tactics and adapt them to existing IT architecture in order to detect and prevent existing and potential attacks.

**Learning Objectives**

Through this course, you will learn the following:

- Threat information gathering and optimisation
- Deep correlational and artifact analysis
- Verifying vulnerabilities and malware analysis

**Fee:**
- Online + Hands-On: S$1500
- Online Only: S$720

**Duration:**
- Online + Hands-On: 30 Hours
- Online Only: 15 Hours

**Who Should Attend?:**
- Completed Cybersecurity Capacity Building (Basic)
- Security engineers with 5 years+ experience
- Future cybersecurity experts

**Registration:**
For registration enquiries, please email sg_marketing@nec.com.sg

---

Scan the QR code to head to our APAC site for more information on our solutions and products. Follow us on these platforms for updates.

**Programme Partner:**
LAC Co., Ltd.
Japanese leading cybersecurity provider
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